
No#ce of Data Security Incident 
 
Cheyenne Radiology Group & MRI, P.C. (“CRG”) has become aware of a data security incident 
that may have resulted in the inadvertent exposure of personal and medical informa#on. 
Although at this #me there is no evidence of sensi#ve informa#on being misused, the company 
has taken steps to send leKers to anyone whose informa#on may have been exposed. 
 
On December 12, 2022, CRG detected and stopped a security incident resul#ng in unauthorized 
access to individuals’ personal and medical informa#on. Upon learning of the incident, CRG 
immediately engaged specialized third-party forensic and technical resources to respond to the 
incident and determine if any informa#on was impacted. CRG reviewed all loca#ons where 
sensi#ve data could have been viewed, and then arranged for no#fica#on of all individuals 
whose sensi#ve data could have been exposed.  
 
While there is no evidence of sensi#ve informa#on being misused, CRG remains commiKed to 
protec#ng sensi#ve data. The company has taken steps to send leKers to anyone whose 
informa#on may have been exposed. LeKers sent to poten#ally impacted individuals include 
addi#onal informa#on about what occurred, credit monitoring services being offered, and a 
toll-free number where individuals can learn more about the incident.   
 
The call center is available Monday through Friday between 6:00 AM to 6:00 PM Mountain 
Standard Time at 1-833-626-0213. 
 
The privacy and security of the sensi#ve informa#on that we maintain is a top priority for CRG, 
which deeply regrets any inconvenience or concern this incident may cause. 


